PROTECT YOURSELF FROM EBT SKIMMING AND CLONING

- Check the card machine/ATM for a cover that may hide parts of the machine.
- Check the machine for glue marks, damaged or loose parts, and be cautious of hidden cameras.
- Protect the PIN pad with your hand.
  - Change your PIN frequently and do not share it.
  - Check your EBT account regularly for unauthorized charges.

Card Skimming is the illegal copying of information from the magnetic strip found on the EBT card.

Card Cloning (creating fake EBT cards) occurs after your EBT card information has been stolen.

If you think your card information has been stolen through skimming or cloning, call your local DHHR county office.

www.dhhr.wv.gov/ebt/